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Department of Energy § 725.11 

the General Counsel will be recognized 
to be binding upon DOE. 

[41 FR 56778, Dec. 30, 1976, as amended at 71 
FR 68732, Nov. 28, 2006] 

§ 725.5 Communications. 

All communications concerning this 
part should be addressed to the Chief 
Health, Safety and Security Officer, 
HS–1/Forrestal Building, U.S. Depart-
ment of Energy, 1000 Independence Ave, 
SW., Washington, DC 20585. 

[71 FR 68732, Nov. 28, 2006] 

§ 725.6 Categories of available infor-
mation. 

For administrative purposes DOE has 
categorized Restricted Data which will 
be made available to permittees in the 
categories as set forth in appendix A to 
this part. Top Secret information; in-
formation pertaining to the design, 
manufacture or utilization of atomic 
weapons; and defense information 
other than Restricted Data are not in-
cluded in these categories and will not 
be made available under this part. 

§ 725.7 Specific waivers. 

The Chief Health, Safety and Secu-
rity Officer may, upon application of 
any interested party, grant such waiv-
ers from the requirements of this part 
as he determines are authorized by law 
and will not constitute an undue risk 
to the common defense and security. 

[41 FR 56778, Dec. 30, 1976, as amended at 71 
FR 68732, Nov. 28, 2006] 

APPLICATIONS 

§ 725.11 Applications. 

(a) Any person desiring access to Re-
stricted Data pursuant to this part 
should submit an application (Form 
378), in triplicate, for an access permit 
to the Chief Health, Safety and Secu-
rity Officer, HS–1/Forrestal Building, 
U.S. Department of Energy, 1000 Inde-
pendence Ave, SW., Washington, DC 
20585. 

(b) Where an individual desires access 
to Restricted Data for use in the per-
formance of his duties as an employee, 
the application for an access permit 
must be filed in the name of his em-
ployer. 

(c) Self-employed private consult-
ants, desiring access to Restricted 
Data, must file the application in their 
own name for an individual access per-
mit. 

(d) Each application should contain 
the following information: 

(1) Name of applicant (unincor-
porated subsidiaries or divisions of a 
corporation must apply in the name of 
the corporation); 

(2) Address of applicant; 
(3) Description of business or occupa-

tion of applicant; and 
(4)(i) If applicant is an individual, 

state citizenship. 
(ii) If applicant is a partnership, 

state name, citizenship and address of 
each partner and the principal location 
where the partnership does business. 

(iii) If applicant is a corporation or 
an unincorporated association, state: 

(A) The state where it is incorporated 
or organized and the principal location 
where it does business; 

(B) The names, addresses and citizen-
ship of its directors and of its principal 
officers; 

(C) Whether it is owned, controlled or 
dominated by an alien, a foreign cor-
poration, or foreign government, and if 
so, give details. 

(iv) If the applicant is acting as agent 
or representative of another person in 
filing the application, identify the 
principal and furnish information re-
quired under this subparagraph with 
respect to such principal; 

(5) Total number of full-time employ-
ees; 

(6) Classification of Restricted Data 
(Confidential or Secret) to which ac-
cess is requested; 

(7) Potential use of the Restricted 
Data in the applicant’s business, pro-
fession or trade. If access to Secret Re-
stricted Data is requested, list the spe-
cific categories by number and furnish 
detailed reasons why such access with-
in the specified categories is needed by 
the applicant. The need for Secret in-
formation should be stated by describ-
ing its proposed use in specific re-
search, design, planning, construction, 
manufacturing, or operating projects; 
in activities under licenses issued by 
Nuclear Regulatory Commission; in 
studies or evaluations planned or under 
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